
PERSONAL CYBERSECURITY



MOBILE DEVICES

• Tracking devices (Air Tags, Tiles)

• Pineapples/Raspberries

• Cell phones



TRACKING DEVICES

• Helpful uses
• Keys
• Cars
• Family members

• Life 360

• Issues

• What can you do.
• Find my app (APPLE)
• Tracker Detect (Android)



PINEAPPLES AND RASPBERRY PI



CYBER FOR HOME
• Home wifi

• Smart home
• Alexa Sidewalk

• Internet of Things in your home

• Security Systems

• Cameras

• Any “Smart” Device – lightbulbs, outlets, doorbells

• Toys that connect to Wifi

• Baby Monitors



TIPS FOR SAFE SHOPPING

• MFA on online accounts

• Use a Credit Card not a Debit Card

• RFID wallets



IF YOU THINK YOU MAY HAVE HAD A BREACH
• Change all your passwords

• Make sure MFA is turned on for all online

• Notify your bank/Credit cards

• Sign up for credit monitoring (many Credit cards offer this service for free 
(you can use it proactively)

• Depending on the situation you may want to notify your employer and HR as 
well. (Mortgage scams)



SOCIAL ENGINEERING

• What is it? 

• How does it work

• How effective is it really?? 
• https://youtu.be/lc7scxvKQOo

https://youtu.be/lc7scxvKQOo


QUESTIONS?

Contact Information

Erin McGinnis

Erin.McGinnis@ks.gov

785-221-5041

mailto:Erin.McGinnis@ks.gov
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