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Encounter Data and Other Data Requirements

1.0  	Encounter Data
The CONTRACTOR(S) shall collect service information in the federally mandated Health Insurance Portability and Accountability Act (HIPAA) transaction formats and code sets, and submit this data in a standardized format approved by the State. The CONTRACTOR(S) must make all collected data available to the State after it is tested for compliance, accuracy, completeness, logic, and consistency. The CONTRACTOR(S) shall follow the encounter data protocol provided in this Attachment and the KanCare Guide located in the Bidder’s Library. Periodically, updates to the KanCare Guide will be made. The Kansas Department of Health and Environment (KDHE) will work with the Managed Care Organizations (MCOs) to develop a process that will allow a review and comment period. When updates are made to the KanCare Guide, the changes may need to take effect immediately, i.e. schedules that need to be updated periodically or annually, information that needs to be corrected or clarified and communication that needs to occur due to program changes.
1.1 Compliance with HIPAA-Based Code Sets
	The CONTRACTOR(S)’ systems that are required to or otherwise contain the applicable data type shall conform to the following HIPAA-based standard code sets; the processes through which the data are generated should conform to the same standards as needed:
1.1.1	Health Care Common Procedure Coding System (HCPCS) - This code set, established and maintained by the Centers for Medicare & Medicaid Services (CMS), primarily represents items and supplies and non-physician services not covered by the American Medical Association (AMA) Current Procedure Terminology (CPT-4) codes. This file does not contain the CPT-4 codes. CPT-4 codes can be purchased from the American Medical Association at 1-800-621-8335.
1.1.2	CPT codes – The CPT-4 codes are used to describe medical procedures and physicians services and is maintained and distributed by the AMA. For more information on the CPT-4 codes, please contact AMA.  
1.1.3	ICD-10 is the International Classification of Diseases, Tenth Revision, (ICD-10-CM) is the diagnosis coding system and is maintained by the National Center for Health Statistics, Centers for Disease Control (CDC) within the Department of Health and Human Services (HHS). 
1.1.4	ICD-10 is the International Classification of Diseases, Tenth Revision, Clinical Modification and Procedure Coding System (ICD-10-PCS) for inpatient surgical codes, is maintained by CMS, and is used to report procedures for inpatient hospital services.
1.1.5	National Drug Codes (NDC) – The NDC is a code set that identifies the vendor (manufacturer), product and package size of all drugs and biologics recognized by the Federal Drug Administration (FDA). It is maintained and distributed by HHS, in collaboration with drug manufacturers. 
1.1.6	Code on Dental Procedures and Nomenclature (CDT) – The CDT is the code set for dental services. It is maintained and distributed by the American Dental Association (ADA). 
1.1.7	Place of Service Codes (POS) are two-digit codes placed on health care professional claims to indicate the setting in which a service was provided. CMS maintains POS codes used throughout the health care industry.
1.1.8	Claim Adjustment Reason Codes (CARC) explain why a claim payment is reduced. Each CARC is paired with a dollar amount, to reflect the amount of the specific reduction, and a Group Code, to specify whether the reduction is the responsibility of the provider or the patient. 
1.1.9	Remittance Advice Remark Codes (RARC) are used by the MMIS using standard codes defined and maintained by CMS and the National Council for Prescription Drug Programs (NCPDP). 
NOTE – Institutional, professional and dental claims contain CARC and RARC codes, while pharmacy claims contain NCPDP reject codes. RARCs are used in conjunction with CARCs to further explain a payment decision or to relay additional information. NCPDP reject codes are used to document denial reasons for pharmacy claims.

1.2 Compliance with Other Code Sets
CONTRACTOR(S)’ systems that are required to or otherwise contain the applicable data type shall conform to the following non-HIPAA-based standard code sets:
1.2.1	As described in all State Medicaid reimbursement handbooks, for all "covered entities," as defined under HIPAA, and which submit transactions in paper format (non-electronic format).
1.2.2	As described in all State Medicaid reimbursement handbooks for all "non-covered entities," as defined under HIPAA.

1.3 Electronic Data Submission Standards
1.3.1	The CONTRACTOR(S) shall have a comprehensive automated and integrated encounter data system capable of meeting the requirements below:
1.3.1.1	All CONTRACTOR(S) encounters shall be submitted to the State or the State's fiscal agent in the standard HIPAA transaction formats, namely the ASC X12N 837 transaction formats (P – Professional, I – Institutional, and D – Dental) and, for pharmacy services, in the NCPDP format. Health Plan paid amounts shall be provided.
1.3.1.2	The CONTRACTOR(S) shall collect, and submit to the State‘s fiscal agent, enrollee service level encounter data for all covered services. The CONTRACTOR(S) shall be held responsible for errors or noncompliance resulting from their own actions or the actions of an agent authorized to act on their behalf.
1.3.2	The CONTRACTOR(S) shall conform to HIPAA-compliant standards for information exchange effective the first day of operations. Batch and Online Transaction Types are as follows:
1.3.2.1	Batch transaction types:
1.3.2.1.1	ASC X12N 820 Premium Payment 
1.3.2.1.2	ASC X12N 834 Benefit Enrollment and Maintenance  
1.3.2.1.3	ASC X12N 835 Claims Payment Remittance Advice 
1.3.2.1.4	ASC X12N 837I Health Care Claim: Institutional 
1.3.2.1.5	ASC X12N 837P Health Care Claim: Professional 
1.3.2.1.6	ASC X12N 837D Health Care Claim: Dental 
1.3.2.1.7	NCPDP D.0 Pharmacy Claim
1.3.2.2	Online transaction types:
1.3.2.2.1	ASC X12N 270/271 Eligibility Coverage or Benefit Inquiry/Response
1.3.2.2.2	ASC X12N 274 Healthcare Provider Information 
1.3.2.2.3	ASC X12N 276/277 Health Care Claim Status Inquiry/Response
1.3.2.2.4	ASC X12N 278 Health Care Services Review Inquiry/Response
1.3.2.2.5	NCPDP D.0 Pharmacy Claim
1.3.3	The CONTRACTOR(S) shall convert all information that enters its claims system via hard copy paper claims or other proprietary formats to encounter data to be submitted in the appropriate HIPAA-compliant formats. The transaction and code sets can be found at www.cms.gov.

1.4 Encounter Data Completeness, Accuracy, Timeliness, and Error Resolution
The CONTRACTOR(S) shall provide complete and accurate encounters to the State. The CONTRACTOR(S) shall implement review procedures to validate encounter data submitted by providers. The following standards are hereby established:
1.4.1	Completeness 
The CONTRACTOR(S) must submit encounters that represent at least ninety-eight (98%) of the covered services provided by the Health Plan network and non-network providers. The CONTRACTOR(S) shall strive to achieve a one-hundred percent (100%) complete submission rate. All data submitted by the providers to the CONTRACTOR(S) must be included in the encounter submissions.
1.4.2	Accuracy
1.4.2.1	Transaction type (X12): ninety-eight (98%) of the records in a CONTRACTOR(S)’ encounter batch submission pass X12 electronic data interchange (EDI) compliance edits and repairable compliance edits. The X12 EDI compliance edits are established through Strategic National Implementation Process (SNIP) levels 1 through 4. Repairable edits that report exceptions are defined in the KanCare Guide. 
1.4.2.2	Transaction type (NCPDP): ninety-eight (98%) of the records in a CONTRACTO(S)’ encounter batch submission pass NCPDP compliance edits and repairable compliance edits. The NCPDP compliance edits are described in the National Council for Prescription Drug Programs Telecommunications Standard Guides. Repairable edits that report exceptions are defined in the KanCare Guide. 
1.4.3	Timeliness
Encounter data shall be submitted within 30 days of claim payment. All encounters must be submitted, both paid and denied claims. The paid claims must include the CONTRACTOR(S)’ paid amount. 
1.4.4	Error resolution  
1.4.4.1	For all encounters submitted after the submission start date, including historical and ongoing claims, if the State or its fiscal agent notifies the CONTRACTOR(S) of encounters failing X12 EDI compliance edits and repairable compliance edits, the CONTRACTOR(S) shall remediate all such encounters within thirty (30) calendar days after such notice. Failure to do so could result in a Corrective Action Plan (CAP) or liquidated damages as specified in Attachment G. 
1.4.4.2	Encounters cannot be adjusted; therefore, they must be updated through the Void and Replacement process. (See process described in the KanCare Guide). Encounters must be voided and a replacement sent within 30 days of identifying that the original encounter was in error.
1.4.5	The CONTRACTOR(S) shall participate in State-sponsored workgroups directed at continuous improvements in encounter data quality and operations. For additional information regarding Encounter Data submissions, please reference the KanCare Guide.

1.5 Eligibility and Enrollment Data Exchange Requirements
1.5.1	CONTRACTOR(S) Roster 
The CONTRACTOR(S) shall receive a member roster once per month with daily updates. The format that will be used is the ASC X12 834 transaction. The CONTRACTOR(S) shall update its eligibility/enrollment databases within twenty-four (24) hours after receipt of files. The CONTRACTOR(S) shall transmit to the State or its agent, in a periodicity schedule, format and data exchange method to be determined by the State, specific data it may garner from an enrollee, including third party liability data. 

1.6 Information Management and Systems
The following system requirements shall be met by the CONTRACTOR(S):
1.6.1	Availability of Critical Systems Functions
The CONTRACTOR(S) shall ensure that critical systems functions available to members and providers, functions that if unavailable, would have an immediate detrimental impact on members and providers, are available twenty-four hours a day, seven days a week (24/7), except during periods of scheduled system unavailability agreed upon by the State and the CONTRACTOR(S). Unavailability caused by events outside of the CONTRACTO(S)’ span of control is outside the scope of this requirement. The CONTRACTOR(S) shall make the State aware of the nature and availability of these functions prior to extending access to these functions to enrollees and/or providers.
1.6.2	Availability of Data Exchange Functions
The CONTRACTOR(S) shall ensure that the systems and processes within its span of control associated with its data exchanges with the State and/or its agent(s) are available and operational according to specifications and the data exchange schedule.
1.6.3	Availability of Other Systems Functions
The CONTRACTOR(S) shall ensure that at a minimum, all other system functions and information is available to the applicable system users between the hours of 7:00 a.m. and 7:00 p.m., in the time zone where the user is located, Monday through Friday.
1.6.4	Problem Notification
1.6.4.1	Upon discovery of any problem within its span of control that may jeopardize or is jeopardizing the availability and performance of all systems functions and the availability of information in said systems, including any problems affecting scheduled exchanges of data between the CONTRACTOR(S) and the State and/or its agent(s), the CONTRACTOR(S) shall notify the applicable State staff via phone, fax and/or electronic mail within one (1) hour of such discovery. In its notification, the CONTRACTOR(S) shall explain in detail the impact to critical path processes, such as enrollment management and claims submission processes.
1.6.4.2	The CONTRACTOR(S) shall provide to appropriate State staff information on system unavailability events, as well as status updates on problem resolution. At a minimum these updates shall be provided on an hourly basis and made available via electronic mail and/or telephone.
1.6.5	Recovery from Unscheduled System Unavailability
Unscheduled system unavailability caused by the failure of systems and telecommunications technologies within the CONTRACTOR(S)’ span of control will be resolved, and the restoration of services implemented, within forty-eight (48) hours of the official declaration of system unavailability.
1.6.6	Exceptions to System Availability Requirement
The CONTRACTOR(S) shall not be responsible for the availability and performance of systems and infrastructure of information technologies outside of the CONTRACTOR(S)’ span of control.
1.6.7	Information Systems Corrective Action Plan
If at any point there is a problem with a critical systems function, at the request of the State, the CONTRACTOR(S) shall provide to the State full written documentation that includes a CAP that describes how problems with critical systems functions will be prevented from occurring again. The CAP shall be delivered to the State within five (5) business days of the problem‘s occurrence. Failure to submit a CAP and to show progress in implementing the CAP shall make the CONTRACTOR(S) subject to liquidated damages.
1.6.8	Business Continuity, Risk Management and Disaster Recovery Plan
The CONTRACTOR(S) shall provide to the State within 90 days following contract award the Business Continuity, Risk Management and Disaster Recovery plans. Regardless of the architecture of its systems, the CONTRACTOR(S) shall develop, and be continually ready to invoke, a business continuity, risk management, and disaster recovery plan that is reviewed and prior-approved by the State. If the approved plan is unchanged from the previous year, the CONTRACTOR(S) shall submit each year, a certification to the State that the prior year‘s plan is still in place. This certification must be submitted on or before the CONTRACTOR(S)’ contract anniversary. Changes in the plan are due to State within ten (10) business days after the change. Additionally, all data associated with this contract and other contract documents and records must be protected against hardware and software failures, human, error, natural disasters, and other emergencies which could interrupt services.
1.6.8.1	Risk Management should address the CONTRACTOR(S)’ identified risks and their proposed solution or action to be taken to alleviate or minimize the consequences in the event that those risks become actuality. 
1.6.8.2	Business Continuity should encompass Risk Management, Disaster Recovery, as well as providing additional analysis of the impact of potential risks, disasters, and so on. Further, it should address personnel replacement plans, both short term and long term. At a minimum, the CONTRACTOR(S)‘ plan shall address the following: 
1.6.8.2.1	Recovery of business functions, business units, business processes, human resources, and technology infrastructure.
1.6.8.2.2	Identify core business processes
1.6.8.2.2.1	Identification of potential system failures for the process
1.6.8.2.2.2	Risk analysis
1.6.8.2.2.3	Impact analysis
1.6.8.2.2.4	Definition of minimum acceptable levels of outputs
1.6.8.2.2.5	Documentation of contingency plans
1.6.8.2.2.6	Definition of triggers for activating contingency plans
1.6.8.2.2.7	Discussion of establishment of a business resumption team
1.6.8.2.3	Maintenance of updated disaster recovery plans and procedures that include, but not limited to:
1.6.8.2.3.1	Central computer installation and resident software are destroyed or damaged;
1.6.8.2.3.2	System interruption or failure resulting from network, operating hardware, software, or operational errors that compromise the integrity of transactions that are active in a live system at the time of the outage;
1.6.8.2.3.3	System interruption or failure resulting from network, operating hardware, software or operational errors that compromise the integrity of data maintained in a live or archival system;
1.6.8.2.3.4	System interruption or failure resulting from network, operating hardware, software or operational errors that do not compromise the integrity of transactions or data maintained in a live or archival system, but do prevent access to the system, i.e., cause unscheduled system unavailability.
1.6.8.3	The CONTRACTOR(S) shall periodically, but no less than annually, on or before the CONTRACTOR(S) CONTRACT anniversary, of each CONTRACT year, perform comprehensive tests of its plan through simulated disasters and lower level failures in order to demonstrate to the State that it can restore system functions per the standards outlined in the CONTRACT.

In the event that the CONTRACTOR(S) fails to demonstrate in the tests of its plan that it can restore system functions per the standards outlined in this CONTRACT, the CONTRACTOR(S) shall be required to submit to the State a CAP in accordance with Section 1.6.7, that describes how the failure will be resolved. The CAP shall be delivered within ten (10) business days of the conclusion of the test.
1.6.9	Notification and Discussion of Potential System Changes
The CONTRACTOR(S) shall notify the State of the following changes to systems within its span of control at least ninety (90) calendar days before the projected date of the change. If so directed by the State, the CONTRACTOR(S) shall discuss the proposed change with the applicable State staff. This includes: 
1.6.9.1	Software release updates of core transaction systems: claims processing, eligibility and enrollment processing, service authorization management, provider enrollment and data management;
1.6.9.2	Conversions of core transaction management systems; 
1.6.9.3	New system implementations.
1.6.10	Response to State Reports of Systems Problems Not Resulting in System Unavailability
The CONTRACTOR(S) shall respond to State reports of system problems not resulting in system unavailability according to the following timeframes:
1.6.10.1	Within seven (7) calendar days of receipt, the CONTRACTOR(S) shall respond in writing to notices of system problems.
1.6.10.2	Within twenty (20) calendar days, the correction shall be made or a requirements analysis and specifications document will be due.
1.6.10.3	The CONTRACTOR(S) shall correct the deficiency by an effective date to be determined by the State.
1.6.11	Valid Window for Certain System Changes
Unless otherwise agreed to in advance by the State as part of the activities described in this section, scheduled system unavailability to perform system maintenance, repair and/or upgrade activities shall not take place during hours that could compromise or prevent critical business operations.
1.6.12	Testing
The CONTRACTOR(S) shall work with the State pertaining to any testing initiative as required by the State. Upon the State’s written request, the CONTRACTOR(S) shall provide details of the test regions and environments of its core production information systems, including a live demonstration, to enable the State to corroborate the readiness of the CONTRACTOR(S)’ information systems.

1.7 Documentation Requirements
1.7.1	Types of Documentation
The CONTRACTOR(S) shall develop, prepare, print, maintain, produce, and distribute distinct system process and procedure manuals, user manuals and quick-reference guides, and any updates thereafter, for the State and other applicable State staff. The CONTRACTOR(S) shall provide this documentation in outline form electronically for approval by the State.
1.7.2	Content of System Process and Procedure Manuals
The CONTRACTOR(S) shall ensure that written system process and procedure manuals document and describe all manual and automated system procedures for its information management processes and information systems.
1.7.3	Content of System User Manuals
The system user manuals shall contain information about, and instructions for, using applicable system functions and accessing applicable system data.
1.7.4	Changes to Manuals
When a system change is subject to the State‘s written approval, the CONTRACTOR(S) shall draft revisions to the appropriate manuals prior to State approval of the change. Updates to the electronic version of these manuals shall occur in real time.
1.7.5	Availability of/Access to Documentation
All of the aforementioned manuals and reference guides shall be available electronically and on-line. If so prescribed, the manuals will be published in accordance with the appropriate State and/or state standard. Additionally, the documentation shall be provided in printed form upon request.

1.8	Encounter Data – Staffing Requirements
1.8.1	The CONTRACTOR(S) shall designate sufficient  resources to perform these encounter functions as determined by generally accepted best industry practices.
2.0	Other Requirements
2.1	Methods for Data Exchange
The CONTRACTOR(S) and the State and/or its agent shall make predominant use of secure file transfer protocol (SFTP) and EDI in their exchanges of data.

2.2	State-Based Formatting Standards and Methods
CONTRACTOR(S) systems shall exchange the following data with the State and/or its agent in a format to be jointly agreed upon by the CONTRACTOR(S) and the State:
2.2.1	Provider network data: The CONTRACTOR(S) shall submit provider information electronically to the fiscal agent in a provider roster format approved by the State. This information will be updated monthly by the CONTRACTOR(S) and will be a full file replacement each month
2.2.2	Case management fees, if applicable
2.2.3	Payments
2.2.4	Member and services data: CONTRACTOR(S) must report separately on those Members receiving care for chronic behavioral health conditions (i.e. SPMI, SUD etc.), disabilities (i.e. DD, PD, TBI, etc.), long-term care services and physical health services. CONTRACTOR(S) must also report separately on services, including but not limited to, outpatient behavioral health services and inpatient behavioral health services.
2.2.5	Pharmaceutical Report  
The CONTRACTOR(S) (or their subcontractors) shall report all pharmacy data in an NCPDP format in the event that the CONTRACTOR(S) utilizes a Pharmacy Benefit Manager and pharmacy data is not included in the encounter data. The CONTRACTOR(S) shall also provide claims summary reports, drug utilization report (DUR) reporting and also a yearly pharmacy program summary. This includes utilization, expenditures, trend reporting, spending by types of medications, etc.
2.2.6	Mental Health Outcomes Data  
The CONTRACTOR(S) (and/or their subcontractors) shall report all mental health outcomes data in compliance with the AIMS data collection requirements. The CONTRACTOR(S) shall also provide summary and detail reports on data completeness and accuracy, as defined in the AIMS manual.
2.2.7	Daily Claims Data File Submissions
2.2.7.1	In addition to the claims and encounter file submissions, daily claims data files from the MCOs are required to be sent to the State in the standard HIPAA formats and must include all claims that have been received and are pending any further action, including routing to internal departments, financial updating for check number and date, etc. These daily files will be used for multiple purposes by the State including reporting, error resolution and matching to encounters. MCOs will also be required to connect directly to the Kansas Modular Medicaid System (KMMS), the State’s data collection and reporting system, and send a variety of data according to State specifications. Once interface development with KMMS is complete, the daily claims data file submissions will be eliminated. 

2.3	Substance Use Disorder (SUD) Data System Requirements
The CONTRACTOR(S) shall work with the Kansas Client Placement Criteria (KCPC) or other SUD specific data system/data collection tool. This tool incorporates the ASAM criteria and must be used in making SUD service authorization decisions. The State will monitor both the CONTRACTOR(S)’ application and documentation of the Kansas definition of medical necessity and the ASAM criteria as contained in the KCPC system through ongoing reviews including, but not limited to, external audits. The CONTRACTOR(S) confirms it will document all authorizations and any decision to deny a service authorization request or to authorize a service in an amount, duration, or scope that is less than the request in the CONTRACTOR(S)’ records and that documentation shall reference the Kansas medical necessity definition and ASAM criteria as contained in the KCPC system. The CONTRACTOR(S) information systems must be compatible, or will become compatible, with the KCPC system used by providers in Kansas. The CONTRACTOR(S) shall ensure that it as well as its subcontracted providers uses the required Kansas medical necessity definition, ASAM criteria as contained in the KCPC system for determination of level of service, even when prior authorization from the CONTRACTOR(S) is not required.

2.4	Data Certifications
Data submitted by the CONTRACTOR(S) including, but not limited to, all documents specified by the State, enrollment information, encounter data, and other information required as a deliverable in the CONTRACT, must be certified. The Attestation Form shall include the following:
2.4.1		Authority to Certify. All data and documents requiring certification the CONTRACTOR(S) submits to the State shall be certified by one of the following:
2.4.1.1	CONTRACTOR(S)’ Chief Executive Officer
2.4.1.2	CONTRACTOR(S)’ Chief Financial Officer
2.4.1.3	An individual who has delegated authority to sign for, and who reports directly to, the CONTRACTOR(S)’ Chief Executive Officer or Chief Financial Officer.
2.4.2	Content of Certification: The certification must attest, based on best knowledge, information, and belief as to the accuracy, completeness and truthfulness of the documents and data.
2.4.3	Timing of Certification: The CONTRACTOR(S) must submit the certification concurrently with the certified data and documents.
2.4.4	Data Specifications: Include the complete file name, the file size, and the date range contained in the submitted file.
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